Sicherheits- und
Verteidigungs-
innovationen als Hebel
regionaler Entwicklung

Warum Deutschland seine industrielle Sicherheitsbasis neu
denken, strategisch bindeln und regional verankern muss
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STRATEGISCHE EINORDNUNG

Strategische Einordnung

Boris Pistorius, Bundesminister der Verteidigung, sieht die
Bundeswehr auf einem guten Weg, bis 2029 kriegsttch-
tig zu sein." Also Entwarnung? Wir erganzen die geschil-
derte Einschdatzung um eine industrie- und innovations-
politische Perspektive. Personalaufwuchs und kurzfristig
wirksame Beschaffungsmechanismen sind geeignet, die
Verteidigungsfahigkeit Deutschlands kurzfristig herzustel-
len und abzusichern. Um die Verteidigungsfahigkeit dau-
erhaft zu ermoglichen und auch wirtschaftlich tragfahig
zu gestalten, braucht es weitere MaBnahmen. Entschei-
dend sind wettbewerbsfahige, international anschlussfa-
hige Innovations- und Produktionsékosysteme, d. h. regi-
onale Clusterinitiativen und Wertschépfungsverbinde,
die technologie- und branchenibergreifend Innovatio-
nen hervorbringen, skalieren und zur Markt-/Einsatzreife
fuhren. Verteidigungsfahigkeit wird dann nicht nur ,ein-
gekauft”, sondern strukturell und langfristig in Deutsch-
land aufgebaut, was zu positiven gesamtwirtschaftlichen
Effekten fuhrt.

Die Zeitenwende ist damit auch eine Standortfrage. Mili-
tarische Bedrohungen, hybride Angriffe auf kritische Infra-
strukturen, Cyberoperationen und Desinformation treffen
auf eine technologische Realitat, in der sicherheitsrele-
vante Schlusseltechnologien global umkampft und far
Verteidigung wie Volkswirtschaft gleichermaBen essen-
ziell sind. Technologische Souverénitét ist keine Option
mehr, sondern Voraussetzung fur Handlungs- und Wett-
bewerbsfahigkeit. Die Sondervermégen eréffnen hierfur
eine historische Chance. Ausschlaggebend ist, ob Investi-
tionen in einen innovationsorientierten Fahigkeitsaufbau
Ubersetzt werden: In belastbare Wertschopfungsketten,
verfligbare Produktionskapazitaten, schnellen Technolo-
gietransfer und robuste Zulieferstrukturen.

Ohne ein abgestimmtes SVI- und Dual-Use-Verstandnis ent-
stehen kostenintensive Doppelstrukturen in Forschung,
Entwicklung und Produktion, Fachkrafteengpésse ver-
scharfen sich und zivile Hightech-Okosysteme bleiben
von sicherheitsrelevanten Anwendungen abgekoppelt.
Wahrend andere europaische Staaten Defence- und Dual-
Use-Strategien frihzeitig mit leistungsstarken Clusterini-
tiativen verknlpft haben, ist die deutsche SVI- und Dual-

Use-Landschaft trotz starker Unternehmen und einzelner
Leuchttirme noch fragmentiert, mit zu geringer interna-
tionaler Sichtbarkeit und zu wenig orchestrierten Innova-
tionsokosystemen.

Genau hier liegt ein unterschatzter Hebel: Deutschland
verfugt Uber eine leistungsstarke, wettbewerbsfahige
und vielfaltige Clusterlandschaft. Regionale Clusteriniti-
ativen verbinden staatliche Bedarfe mit Innovationsdy-
namik, Ubersetzen Sicherheitsanforderungen in konkrete
Entwicklungsprojekte und verankern diese in regionalen
Kompetenzverbltinden. Sie schaffen Orientierung, Ver-
trauen und Geschwindigkeit in sensiblen, regulierten Tech-
nologiefeldern, mobilisieren Mittelstand, Forschung, Ver-
waltung und Bedarfstrager und reduzieren systematisch
Abhéngigkeiten. Besonders relevant ist, dass viele sicher-
heits- und verteidigungsrelevante Kompetenzen bereits
heute in primar zivil gepragten Clusterinitiativen vorhan-
den sind und kurzfristig in Dual-Use-Pfade Uberfuhrt wer-
den kdénnen.

Wer regionale Wirkung erzielen will, muss daher von einer
projektbezogenen Forderlogik zu einer Innovationséko-
systemstrategie wechseln. Eine cluster- und standortba-
sierte SVI- und Dual-Use-Politik wertet Clusterinitiativen als
innovationsorientierte Leistungstrager auf und eréffnet
gerade strukturschwachen Regionen neue Entwicklungs-
perspektiven, da ein Teil von primar zivil ausgerichteten,
aber sicherheitsrelevanten Clusterinitiativen dort verortet
sind, denn die Sicherheits- und Verteidigungsnachfrage
ist langfristig, Folgeauftrage binden Wertschopfung tiber
Jahrzehnte und die Kopplung an Forschung sowie Ausbil-
dung und Weiterbildung stabilisiert eine wissensintensive
und produktionstechnische Beschaftigung.

Die Schlussfolgerung ist eindeutig: Férdermilliarden ohne
starke Clusterinitiativen nutzen ihr Potenzial nicht aus. Wir
pladieren dafir, regionale Innovationsékosysteme zu star-
ken, die technologische Souveranitat, Verteidigungsfahig-
keit und industrielle Zukunftsfahigkeit zugleich tragen.

1 Vgl.: Zeitschrift , Die Zeit” (2026): Boris Pistorius rechnet mit kriegsttichtiger Bundeswehr bis 2029. Online unter: https://Awww.zeit.de/politik/
deutschland/2026-01/boris-pistorius-miosga-bundeswehr-groenland-nato-trump (Zuletzt aufgerufen: 26.01.2026)


https://www.zeit.de/politik/­deutschland/2026-01/boris-pistorius-miosga-bundeswehr-groenland-nato-trump
https://www.zeit.de/politik/­deutschland/2026-01/boris-pistorius-miosga-bundeswehr-groenland-nato-trump
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1.

Zeitenwende fur Sicherheit und Industrie:
Warum technologische Souveranitat zur

Standortfrage wird

Die sicherheitspolitische Zasur markiert einen tiefgreifen-
den Bruch mit den bisherigen industrie- und sicherheitspo-
litischen Pramissen Deutschlands. Der russische Angriffs-
krieg gegen die Ukraine hat die lange dominierende
Annahme einer dauerhaft stabilen europaischen Sicher-
heitsordnung fundamental erschittert und eine neue
Realitat geschaffen, in der militarische Bedrohung, hyb-
ride Angriffe und geopolitische Machtkonkurrenz dauer-
haft présent sind. Russland rustet langfristig auf und stellt
nicht nur die territoriale Integritat seiner Nachbarn, son-
dern die Sicherheitsarchitektur Europas insgesamt infrage.
Zugleich wachst, insbesondere aus Mittel- und Osteuropa,
die Erwartung, dass Deutschland eine tragende Rolle in
Abschreckung, Verteidigung und militarischer Unterstut-
zung Ubernimmt. Hinzu kommt eine verénderte transat-
lantische Konstellation verbunden mit zunehmender Unsi-
cherheit dartber, in welchem Umfang die USA langfristig
als verlasslicher Sicherheitspartner agieren werden. Paral-
lel dazu ist Deutschland in zunehmendem MaBe Ziel hyb-
rider Angriffe, die von staatlichen wie nichtstaatlichen
Akteuren ausgehen und sich in Cyberangriffen, Sabota-
geversuchen an kritischen Infrastrukturen, etwa im Ener-
gie- oder Schienenbereich, sowie in systematischen Des-
informationskampagnen manifestieren.

Die Rolle Deutschlands in diesem veranderten geo- und
sicherheitspolitischen Gefuige lasst sich jedoch nicht nur
politisch oder militarisch definieren, sondern setzt den sys-
tematischen Aufbau einer belastbaren industriellen, tech-
nologischen und innovationsgetriebenen Sicherheitsbasis
als Voraussetzung strategischer Handlungsfahigkeit vor-
aus. Eigenstandige Fahigkeiten in Verteidigung, Schutz kri-
tischer Infrastrukturen und technologischer Innovationsfa-

higkeit werden damit zur wichtigen Voraussetzung einer
deutschen und europaischen Sicherheitsarchitektur. Sicher-
heit ist dabei langst kein eng gefasstes militarisches Thema,
sondern zunehmend ein integriertes System, das zivile,
militarische und wirtschaftliche Dimensionen verbindet.?

Gerade in diesem integrierten Verstandnis offenbart sich
eine strukturelle Schwéche des Standortes Deutschland.
Viele sicherheitsrelevante Schlisseltechnologien sind
heute dual® nutzbar und entstehen in global vernetzten
Innovationsokosystemen. Gleichzeitig ist Deutschland in
zentralen Zukunftstechnologien wie Halbleitern, Mikro-
elektronik, Cloud- und Kl-Infrastrukturen, Quantentech-
nologien oder Satellitensystemen in hoherem MaBe von
auBereuropaischen Akteuren sowie Lieferketten abhan-
gig. Die Abhangigkeiten stellen nicht nur ein sicherheits-
politisches Risiko dar, sondern entwickeln sich zunehmend
zu einem wirtschaftlichen und technologischen Standort-
nachteil. Technologische Souveranitat wird damit zur Vor-
aussetzung von Resilienz, Wettbewerbsfahigkeit und lang-
fristiger Innovationsfahigkeit.

Das Sondervermégen fur die Bundeswehr Gber 100 Milli-
arden Euro und das Sondervermégen Gber 500 Milliarden
Euro fur Investitionen in Infrastruktur und Klimaneutra-
litat eréffnet in diesem Kontext eine historische Chance,
diese strukturellen Defizite zu adressieren. Entscheidend
ist jedoch, dass zum Beispiel das Sondervermdgen fir die
Bundeswehr nicht nur auf unmittelbare Beschaffungslogi-
ken verengt wird, sondern auch als innovationsorientier-
ter Fahigkeits-Booster fur die Verteidigungsfahigkeit und
wirtschaftliche Entwicklung. Richtig eingesetzt, kann es als
industrie-, innovations- und regionalpolitischer Hebel wir-

2 Vgl PreuB-Eisele, M.; Hustig, E.; Krebs, R.; Bovenschulte, M. (2025): New Defence: Innovationspolitische Perspektiven auf eine neue Sicherheitsarchitektur. Posi-
tionspapier der VDI/VDE-IT, Berlin. Online unter https:/www.vdivde-it.de/sites/default/files/document/2025-08_Positionspapier_New_Defence_Innovationspoli-
tische-Perspektiven-auf-eine-neue-Sicherheitsarchitektur.pdf (Zuletzt aufgerufen: 25.01.2026)

3 Anm.: Dual-Use bedeutet in diesem Kontext, dass Technologien, Guter oder Verfahren sowohl militarisch als auch zivil eingesetzt werden kénnen. Dual-Use
ist somit funktional und nicht sektoral definiert. Kernelemente sind die Doppelnutzbarkeit, dass es sich typischerweise um Hochtechnologien handelt und sie
nach strenger Auslegung der Exportkontrolle (u. a. EU-Dual-Use-Verordnung [VO 2021/821]) unterliegen und potenziell sicherheitsrelevant sind; dieser Aspekt
erfahrt unter dem Eindruck rascher Innovationszyklen im Bereich ,New Defence” und somit jenseits klassischer Ristungsguter eine Relativierung. Beispiele fir
Dual-Use-Technologien sind z. B. Drohnen (Zivil: Landwirtschaft; Militarisch: Aufklarung), Spezialwerkstoffe (bspw. Carbon, Titan, Keramiken), Halbleiter und
Mikroelektronik, KI-Systeme, Kommunikationstechnologien, Quantentechnologien oder Sensorik.


https://www.vdivde-it.de/sites/default/files/document/2025-08_Positionspapier_New_Defence_Innovationspolitische-Perspektiven-auf-eine-neue-Sicherheitsarchitektur.pdf
https://www.vdivde-it.de/sites/default/files/document/2025-08_Positionspapier_New_Defence_Innovationspolitische-Perspektiven-auf-eine-neue-Sicherheitsarchitektur.pdf
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ken, der Uber rein militarische Bedarfe hinaus vor allem
den Aufbau von leistungsstarken regionalen Dual-Use-
Okosystemen erméglicht. Investitionen in Sicherheits- und
Verteidigungsfahigkeit* konnen gezielt den Kompetenz-
aufbau in Schlusseltechnologien, die Skalierung indust-
rieller Wertschopfungsketten sowie die Verbindung von
Wissenschaft, Wirtschaft und weiteren Innovationsakteu-
ren férdern. Damit erhoht sich einerseits die militarische
Einsatzfahigkeit im Sinne der nationalen Sicherheits- und
Verteidigungsindustriestrategie der Bundesregierung®,
und andererseits ergibt sich ein nachhaltiger Innovations-
impuls fur die gesamte Volkswirtschaft. Der Verzicht auf
die Verschrankung der SVI-Industrie mit der zivilen Volks-
wirtschaft Uber Dual-Use wiirde bedeuten, dass vielfach
sowohl in Forschung und Entwicklung als auch in der Pro-
duktion (Stichwort Skalierung) Doppelstrukturen geschaf-
fen werden mussen, die weder mit Blick auf die Kosten
(und zwar Investitionsausgaben (Capital Expenditures)
und Betriebsausgaben (Operating Expenses)), noch auf die
benotigten Fachkrafte dauerhaft darstellbar sein durften.

Der internationale Vergleich verdeutlicht den Hand-
lungsdruck. Lander wie z. B. Frankreich, Schweden, Spa-
nien, die Niederlande oder Italien haben friihzeitig klare
Defence- und Dual-Use-Strategien entwickelt und bereits
mehrjahrig gezielt leistungsstarke Clusterstrukturen (z. B.
Pole SAFE in Frankreich, Spanish Defence Industry Cluster,
NIDV - Netherlands Industries for Defence and Security,
Skywin Wallonie — Aerospace & Defence Cluster in Bel-
gien, AED Cluster Portugal (Aeronautics, Space & Defence))
aufgebaut, die staatliche Nachfrage, industrielle Entwick-
lung und technologische Innovationen systematisch bin-
deln. Die deutsche SVI-Landschaft wirkt im Vergleich dazu
noch stark fragmentiert in verschiedene bestehende Ein-
zelinitiativen, regionale und landesweite Netzwerke, die
oftmals in der jingeren Vergangenheit gegrindet wur-
den oder deren Aufbau bisher erst medial angekindigt
wurden. Wenngleich Deutschland groBe SVI-Unterneh-
men (bspw. Airbus Defence & Space, Rheinmetall AG, Thys-
senKrupp Marine Systems AG & Co. KGaA, Hensoldt AG,
Diehl Stiftung & Co.KG, Krauss-Maffei Wegmann GmbH &
Co.KG, Heckler & Koch AG) hat, existieren kaum nationale
Schaufenster, keine ,SVI Silicon Valley”-ahnliche Wahr-

nehmung Uber einzelne Start-ups wie Helsing GmbH oder
Stark Defence SE hinaus und zu wenig koordinierte Inno-
vationsokosysteme, d. h. groBraumige und leistungsstarke
Clusterstrukturen mit internationaler Positionswirkung.
Auch die Bundeswehr selbst ist gerade erst dabei, ihr ,Sys-
tem Innovation” als Verbund ihrer Test- und Forschungs-
einrichtungen bis hin zum Cyber Innovation Hub aufzu-
bauen. Das erste Zentrum fur Innovation entsteht zurzeit
im bayerischen Erdingen®.

Grundsatzlich verfugt die deutsche Industrie in der Breite
bis heute noch Gber ein unzureichend ausgepragtes Dual-
Use-Verstandnis (zu wenig Verteidigungs-/Dual-Use-Know-
how). Anders als in Ldndern wie den USA, GroBbritan-
nien, Israel, Frankreich oder Korea herrscht in Deutschland
i. d. R. eine Trennung zwischen ziviler Hightech-Indust-
rie und Rustungsindustrie. Die Folgen sind neben den
oben beschriebenen ressourcenintensiven Doppelstruk-
turen, dass das Dual-Use-Potenzial nicht systematisch
genutzt wird oder klassische FérdermaBnahmen militari-
sche Anwendungsbereiche nicht bertcksichtigen. Dadurch
wird Innovationspotenzial nicht adressiert, welches andere
Lander strategisch besser nutzen.

Anm.: Die Sicherheits- und Verteidigungsindustrie (SVI) ist eine Querschnittsbranche, welche unterschiedliche Technologien, verschiedene Wirtschaftszweige
und Wertschépfungsnetzwerke umfasst, die explizit zur Sicherheit und Verteidigungsfahigkeit beitragen. Sie steht fur die klassische Ristungsindustrie genauso
wie fur die Sicherheitsindustrie, adressiert gesetzlich regulierte und sicherheitsspezifische Schltisseltechnologien, wird i. d. R. durch staatliche Bedarfstrager auf
Landes-, Bundes- und EU-Ebene gepragt und besitzt eine hohe Relevanz fur die Sicherheitsarchitektur, technologische Souveranitat und industrielle Resilienz.
Beispiele fur SVI-Sektoren sind u. a. Wehrtechnik und Rustung (Land, Luft und See), Cybersecurity und Kryptographie, Luft- und Raumfahrt sowie satellitenge-
stutzte Dienste, KRITIS-Technologien, , CBRN-Sicherheit” bzw. , CBRN-Gefahrenabwehr (Chemische, biologische, radiologische und nukleare Sicherheit), Senso-
rik, Lagebilder und Friihwarnsysteme sowie Taktische Kommunikations-, Fiihrungs- und Einsatzsysteme.

Vgl.: Bundesministerium der Verteidigung / Bundesministerium fir Wirtschaft und Klimaschutz (Hrsg.) (2024): Nationale Sicherheits- und Verteidigungsindus-
triestrategie. Berlin. Online unter https://www.bmvg.de/resource/blob/5865332/d4d0d9ab55edde72a11cee2a3ca59d3b/nationale-sicherheits-und-verteidi-
gungsindustriestrategie-data.pdf (Zuletzt aufgerufen: 25.01.2026)

Vgl.: Muller, B. (2025): Bessere Innovationsausriistung der Bundeswehr — das zentrale Problem bleibt. Loyal vom 12.12.2025. Online unter https://Awww.reservis-
tenverband.de/magazin-loyal/bessere-innovationsruestung-der-bundeswehr-das-zentrale-problem-bleibt/ (Zuletzt aufgerufen: 23.01.2026)


https://www.bmvg.de/resource/blob/5865332/d4d0d9ab55edde72a11cee2a3ca59d3b/nationale-sicherheits-und-verteidigungsindustriestrategie-data.pdf
https://www.bmvg.de/resource/blob/5865332/d4d0d9ab55edde72a11cee2a3ca59d3b/nationale-sicherheits-und-verteidigungsindustriestrategie-data.pdf
https://www.reservistenverband.de/magazin-loyal/bessere-innovationsruestung-der-bundeswehr-das-zentrale-problem-bleibt/
https://www.reservistenverband.de/magazin-loyal/bessere-innovationsruestung-der-bundeswehr-das-zentrale-problem-bleibt/
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2.

Clusterinitiativen als verbindendes Element
zwischen Sicherheit, Innovation und Region —
ungenutzte Hebel in Deutschland

Clusterinitiativen und regionale Netzwerke gehoéren seit
mittlerweile Gber drei Jahrzehnten zu den etablierten
Instrumenten der Innovations-, Wirtschafts- und Regi-
onalpolitik in Deutschland und Europa. Ihre besondere
Starke liegt darin, dass sie Akteure aus Wirtschaft, Wissen-
schaft, Verwaltung und Zivilgesellschaft regional, struktu-
riert und themen-, technologie- sowie branchenbezogen
zusammenfihren. Sie schaffen Vertrauen, beschleunigen
Wissensflusse, fordern kooperative Innovationsprozesse
und erhéhen die Wettbewerbsfahigkeit von Regionen.
Trotz dieser anerkannten Wirkungen wird ihr strategi-
sches Potenzial im Kontext von New Defence, Sicherheit
und Resilienz bislang nur unzureichend ausgeschopft.
Gerade vor dem Hintergrund wachsender geopolitischer
Spannungen, hybrider Bedrohungslagen und zunehmen-
der Systemabhangigkeiten werden der Schutz kritischer
Infrastrukturen, die Sicherung strategischer Wertschop-
fungsketten, die digitale Souveranitat sowie die Fahigkeit
zu schnellen technologischen Anpassungen zu zentralen
Voraussetzungen nationaler und regionaler Handlungs-
fahigkeit. In diesem erweiterten Sicherheitsverstandnis
spielen Innovationsfahigkeit und regionale Verankerung
eine Schlusselrolle.

Clusterinitiativen fungieren in diesem Kontext als stra-
tegische Scharniere. Sie verbinden sicherheitsrelevante
staatliche Zielsetzungen mit der Innovationsdynamik von
Unternehmen und Forschungseinrichtungen und veran-
kern diese zugleich in regionalen Wirtschafts- und Kom-
petenzstrukturen. Insbesondere im Bereich sicherheitsre-
levanter und Dual-Use-fahiger Schltsseltechnologien wie
etwa in den Feldern Raumfahrt (diese ist in der Schnitt-
menge New Defence — New Space vergleichsweise weit
fortgeschritten, wie die Beispiele Polaris Raumflugzeuge
und Isar Aerospace zeigen) Halbleiter, Cybersicherheit,
Quantentechnologien, Energie- und Rohstofftechnolo-
gien, MedTech oder industrieller Basistechnologien kon-
nen Clusterinitiativen Ubersetzungsleistungen erbringen,

die Einzelakteuren allein kaum méglich sind. Sie helfen,
abstrakte sicherheitspolitische Anforderungen in konkrete
Innovations- und Kooperationsprojekte zu Gberfihren.

Ein zentraler Mehrwert von Clusterinitiativen liegt dabei
in ihrer Fahigkeit, fragmentierte Akteurslandschaften zu
strukturieren und insbesondere bestehende Industrien
einzubeziehen. Gerade im SVI-Bereich sind die Schnittstel-
len zwischen ziviler Innovation, militarischen Bedarfen,
regulatorischen Anforderungen und regionalen Entwick-
lungszielen komplex und hdufig unklar. Clusterinitiativen
schaffen hier Orientierungsraume, denn sie erméglichen
den systematischen Dialog zwischen Unternehmen, Start-
ups, Forschungseinrichtungen, Sicherheitsbehérden und
politischen Ebenen, ohne diese Akteure institutionell zu
Uberfordern. Dadurch kénnen sie dazu beitragen, Dual-
Use-Potenziale verantwortungsvoll zu identifizieren, tech-
nologische Pfadabhangigkeiten zu reduzieren und Inno-
vationshemmnisse friihzeitig sichtbar zu machen. Zugleich
starken Clusterinitiativen die regionale Resilienz. Regio-
nen, die Uber leistungsstarke Clusterinitiativen, diversifi-
zierte Kompetenz-, Technologie- und Branchenstrukturen
sowie kooperationsfahige Akteure verflgen, reagieren
nachweislich robuster auf externe Schocks. Im sicherheits-
relevanten Bereich bedeutet dies: Produktions- und Inno-
vationskapazitaten bleiben verfugbar, kritisches Know-
how ist lokal verankert, und Anpassungsprozesse kdnnen
schneller angestoBen werden. Clusterinitiativen sind damit
nicht nur Innovationsmotoren, sondern auch institutio-
nelle Stabilisatoren regionaler Sicherheitsvorsorge. Dies
ist insbesondere fur die SVI in Zeiten eines Ernstfalls von
hoher Bedeutung, da auf diese Weise Abhangigkeiten von
zentralen ,Single Sources” reduziert bzw. kompensiert
werden kénnen. Hier muss ein Gleichgewicht aus zent-
raler Skalierung und Kosteneffizienz einerseits und ver-
teilter und somit redundanter Fahigkeiten andererseits
gefunden werden.

7 Vgl. Buhl, C.M.; Ritter, C. (2022): Regional verortet. Gemeinsam stark und resilient — Netzwerke als Impulsgeber. In: iit-Themenband 2022. Resilienz. Leben —
R&ume - Technik. Institut fir Innovation + Technik in der VDI/VDE Innovation + Technik GmbH, Berlin, 2022
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Tabelle 1: Cluster-Typologisierung mit SVI-Bezug

Kategorisierung?® Cluster-Typus

SVI-/Dual-Use-Intensitdt | Cluster und Clusterinitiativen werden anhand des Verhaltnisses zwischen militérischen
und zivilen Anwendungen systematisiert:

1. Primar sicherheitsorientiert, 2. SVI-Dominant mit Dual-Use-Charakter, 3. Gleichge-
wichtige Dual-Use-Technologien, 4. Primar zivil, aber sicherheitsrelevant und 5. Zivile
Basistechnologien mit strategischem Potenzial

Funktionslogik Cluster und Clusterinitiativen werden entsprechend der systemischen Funktion im Kon-
text von Sicherheit, Resilienz und Zukunftsfahigkeit unterschieden:

1. Schutz und Abwehr (Cybersecurity, Wehrtechnik, Air- & Space-Defense), 2. Versor-
gung und Aufrechterhaltung (Energie, Wasser, Erndhrung, Logistik), 3. Wiederherstel-
lung und Robustheit (Notfalltechnologien, kritische Materialversorgung, Ersatzteil-
Okosysteme), 4. Transformation und Zukunftsfahigkeit (Kl, Quanten, neue Materialien,
grune Technologien)

Anwendungsfelder Cluster und Clusterinitiativen werden danach strukturiert, in welchen sicherheitsrele-
vanten Einsatz- und Wirkbereichen ihre Technologien, Produkte und Dienstleistungen
primdr angewandt werden:

1. Cybersecurity, 2. Aerospace/Space und Defence, 3. Maritim/Maritime Sicherheit,

4. Land- und Wehrtechnik, 5. Zivile Sicherheit und Katastrophenschutz sowie 6. Grenz-
schutz, Polizei, KRITIS und logistische Sicherheit

SVI-Domanen/Kritische | Cluster und Clusterinitiativen werden danach klassifiziert, welchen systemrelevanten
Infrastruktur® Funktions-, Schutz- und Versorgungsbereichen staatlicher und wirtschaftlicher Resilienz
sie angehoren:

1. Digitale Souveranitat (IT-Sicherheit, Halbleiter, Datenrdume, Quantentechnologien),
2. Energie und Rohstoffe (Konventionelle und erneuerbare Energien, Energiespei-

cher, Wasserstoff, MinTech), 3. Gesundheit und Biotechnologie (Pharma, MedTech, Bio-
Security), 4. Mobilitat und Transport (Luftfahrt, schienengebundener Verkehr, Logis-
tik, Schifffahrt und maritime Systeme), 5. Grundversorgung und Erndhrung (AgrarTech,
FoodTech, Verpackung und Transport), 6. Offentliche Sicherheit und Zivilschutz (Notfall-
management, Sensorik, Drohnenabwehr), 7. Finanz- und Wirtschaftssysteme (FinTech,
sichere Zahlungssysteme)

8  Anm.: Eine einheitliche, allgemein anerkannte Zuordnung von Clusterinitiativen zu Kategorien der Sicherheits- und Verteidigungsindustrie (SVI) bzw. zu Dual-
Use-Abstufungen existiert bislang nicht. Die im regulatorischen Kontext am haufigsten herangezogene Einteilung gemaB der européischen Exportkontrolllogik
(,,Zivil - Dual-Use — Militarisch — Kriegswaffe”; vgl. Verordnung (EU) 2021/821) ist primér rechts- und genehmigungsbezogen ausgelegt und weist fur die Ana-
lyse, Einordnung und strategische Entwicklung von Clusterinitiativen eine unzureichende Differenzierungstiefe auf. Insbesondere bildet sie weder unterschied-
liche Anwendungsfelder noch Funktionslogiken oder innovations- und wertschépfungsbezogene Charakteristika regionaler Clusterstrukturen adéquat ab. Die
hier verwendete Kategorisierung nach SVI-/Dual-Use-Intensitat, Funktionslogik etc. stellt daher analytische Typologisierungsvarianten dar, die sich an internati-
onalen sicherheits-, industrie- und innovationspolitischen Referenzrahmen orientieren, ohne diese zu tbernehmen. Sie wurden entwickelt in Anlehnung an die
EU-Dual-Use-Verordnung (EU) 2021/821, den NATO-Rahmen zu Emerging and Disruptive Technologies (EDT) und einschldagigen OECD-Analysen zu Dual-Use-
Technologien.

9  Anm.: In Anlehnung an die Resilienz- und Sicherheitslogik der Bundesregierung bzw. die KRITIS-Systematik. Online unter: https://www.bsi.bund.de/DE/Themen/
Regulierte-Wirtschaft/Kritische-Infrastrukturen/Allgemeine-Infos-zu-KRITIS/allgemeine-infos-zu-kritis_node.html (Zuletzt aufgerufen: 26.01.2026)


https://www.bsi.bund.de/DE/Themen/Regulierte-Wirtschaft/Kritische-Infrastrukturen/Allgemeine-Infos-zu-KRITIS/allgemeine-infos-zu-kritis_node.html
https://www.bsi.bund.de/DE/Themen/Regulierte-Wirtschaft/Kritische-Infrastrukturen/Allgemeine-Infos-zu-KRITIS/allgemeine-infos-zu-kritis_node.html
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Vor diesem Hintergrund erscheint es umso bemerkens-
werter, dass Clusterinitiativen in Deutschland bislang nur
selten explizit als Instrumente der Sicherheits- und Vertei-
digungsfahigkeit verstanden werden. Wahrend auf euro-
paischer Ebene, etwa im Rahmen des Europaischen Vertei-
digungsfonds (EDF) und der Plattform STEP (Strategische
Technologien fur Europa), Clusterinitiativen zunehmend
als Umsetzungspartner gedacht werden, fehlt es natio-
nal haufig an einer klaren sicherheitspolitischen Einord-
nung der bestehenden Clusterlandschaft. Damit bleiben
erhebliche Hebel ungenutzt wie etwa fur den Aufbau
sicherheitsrelevanter Okosysteme, fir die Mobilisierung
des Mittelstands im SVI-Bereich und fur die strategische
VerknUpfung von Innovations-, Industrie- und Sicherheits-
politik auf regionaler Ebene. Clusterinitiativen kénnen,
richtig positioniert und politisch eingebettet, zu tragen-
den Saulen eines ganzheitlichen Sicherheitsverstandnis-
ses werden. Sie sind keine Ersatzakteure staatlicher Sicher-
heitsvorsorge, aber leistungsfahige Vermittler zwischen
strategischen Zielsetzungen und operativer Innovations-
praxis. Fur die strategische Nutzung bzw. Adressierung von
Clusterinitiativen im Kontext von Sicherheits- und Vertei-
digungsinnovationen ist eine systematische Einordnung
der bestehenden Vernetzungslandschaft von zentraler
Bedeutung. Deutschland verfugt Gber groBes Spektrum
regionaler Clusterinitiativen, landesweiter Netzwerke,
Kompetenzzentren und thematischer Hubs mit Bezug zu
sicherheitsrelevanten und dual-nutzbaren Technologien.
Die Clusterlandschaft ist durch eine hohe technologische
Diversitat, vielfaltige institutionelle Verankerungen, unter-
schiedliche sicherheitsstrategische Relevanzen sowie stark
divergierende raumliche Auspragungen gekennzeichnet.
Ohne eine Ubergreifende Kategorisierung mit ausdifferen-
zierten Cluster-Typen bleibt diese Vielfalt in ihrer Funktion
und Bedeutung nur begrenzt erfassbar, entzieht sich einer
koharenten politischen Einbettung und kann ihr strategi-
sches Potenzial nicht systematisch entfalten. Daher sind
Kategorisierungen von Vernetzungsstrukturen nicht pri-
mar von theoretischer Relevanz, sondern eine zentrale
Voraussetzung fur strategische Entscheidungs- und Steue-
rungsfahigkeit im sicherheitsrelevanten Umfeld. Sie schaf-
fen Orientierungswissen in einem hochkomplexen System,
in dem industrie-, innovations-, sicherheits-, regional- und
strukturpolitische Logiken zusammenwirken, denn erst
durch eine systematische Einordnung wird sichtbar, welche
Position eine Clusterinitiative im Gesamtsystem einnimmt.

Wie die Tabelle 1 verdeutlicht, gibt es unterschiedliche
Moglichkeiten, um Clusterinitiativen mit SVI- bzw. Dual-
Use-Bezug zu kategorisieren. Durch Ubergreifende Ord-
nungssysteme wird die sicherheitsrelevante Clusterland-
schaft in ihrer Funktion und Bedeutung erfassbar. Zugleich
ermdoglichen Kategorisierungen eine differenzierte Bewer-
tung von Dual-Use-Potenzialen. Anstelle von pauschalen
Zuschreibungen erlauben sie eine abgestufte Betrachtung
technologischer Anwendungsprofile und bilden damit
eine valide Grundlage fur verhaltnisméaBige Forder-, Inves-
titions- und Regulierungsentscheidungen.

Eine Einordnung regionaler Clusterinitiativen und lan-
desweiter Netzwerke nach ihrer SVI-/Dual-Use-Intensitat
ist besonders geeignet, da sie den funktionalen Charak-
ter sicherheitsrelevanter Innovationsdkosysteme syste-
matisch und steuerungsorientiert erfasst. Diese Kategori-
sierung berUcksichtigt auch die strukturelle Entwicklung,
dass sicherheits- und verteidigungsbezogene Technolo-
gien zunehmend im Ubergangsbereich zwischen zivilen
und militarischen Anwendungen entstehen, womit klassi-
sche Abgrenzungen an Trennschérfe verlieren. Die Ausrich-
tung an der SVI-/Dual-Use-Intensitat er6ffnet dartber hin-
aus eine belastbare Férderlogik, da sie eine differenzierte
Zuweisung von Forderinstrumenten entlang sicherheits-
strategischer Bedeutung, technologischer Reife und sys-
temischer Rolle ermdglicht. Gleichzeitig erleichtert diese
Kategorisierung eine verhaltnismaBige und differenzierte
Ausgestaltung des auBenwirtschafts-, exportkontroll- und
sicherheitsbezogenen Regulierungsrahmens, da sie eine
abgestufte rechtliche Einordnung zwischen primar milita-
rischen, genuin dual nutzbaren und Gberwiegend zivilen
Technologien erlaubt.

Die deutsche Clusterlandschaft hat sich Giber die vergan-
genen Jahrzehnte durch gezielte Férderprogramme auf
Landes- und Bundesebene sowie aufgrund unzahliger pri-
vatwirtschaftlicher Initiativen in zahlreichen Branchen und
Technologiefeldern zu wettbewerbsfahigen regionalen
und primar zivil ausgerichteten Innovationsdkosystemen
entwickelt. In zahlreichen Bereichen wie beispielsweise
Mobilitat, Logistik, Erneuerbare Energien, Medizintech-
nik, Umwelttechnologie, Biotechnologie oder Produkti-
onstechnologie haben sich belastbare Clusterstrukturen
mit hoher Kooperationsdichte, professionellem Clus-
termanagement und strategischer Wirkung etabliert,

10 Anm.: Einen umfassenden Uberblick tiber Clusterinitiativen in Deutschland (strukturiert nach Branchen und Technologiefeldern sowie Bundesléndern) bietet die
Clusterplattform Deutschland, das gemeinsame Informationsportal des Bundesministeriums fur Wirtschaft und Energie sowie des Bundesministeriums fur For-
schung, Technologie und Raumfahrt tber Clusterentwicklungen und clusterpolitische MaBnahmen in Deutschland. Online unter: https://Awww.clusterplattform.

de/ (Zuletzt aufgerufen: 23.01.2026)


https://www.clusterplattform.de/
https://www.clusterplattform.de/
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die Unternehmen, insbesondere kleinen und mittleren
Unternehmen, einen strukturierten Zugang zu Innovati-
onspartnerschaften, Forschungsinfrastrukturen, Markten
und Forderinstrumenten eréffnen und so deren Wettbe-
werbsfahigkeit nachhaltig starken. In der Sicherheits- und
Verteidigungsindustrie ergibt sich ein abweichendes Ent-
wicklungsbild. Die Sicherheits- und Verteidigungsindustrie
ist bislang nicht als breit etabliertes Clusterfeld gewach-
sen, sondern existierte bisher nur punktuell. Jedoch wur-
den im Jahr 2025 dezidiert primar sicherheitsorientierte
Clusterinitiativen, Netzwerke und Hubs (z. B. TechHUB SVI
Bayern, TechHUB SVI Nord, Ristungscluster Niedersachsen
oder DEFENCE.NRW) neu implementiert.

Diese Dynamik ist bedeutsam, weil sie einerseits eine wirt-
schaftliche und politische Neupriorisierung signalisiert
und andererseits verdeutlicht, dass in mehreren Regionen
Deutschlands ein entsprechendes Potenzial fur sicherheits-
und verteidigungsrelevante Wertschépfung vorhanden
ist. Zugleich wird damit sichtbar, dass die eigentliche Ent-
wicklungsarbeit erst beginnt. Der Aufbau leistungsfahiger
SVI-Clusterinitiativen erfordert zunachst die Etablierung
belastbarer Wirtschafts-Wissenschafts-Kooperationsver-
bunde mit klaren Governancestrukturen, funktionieren-
den Arbeits- und Entscheidungsprozessen, vertrauens-
basierten Kooperationsformaten sowie einer gezielten
inhaltlichen Fokussierung. Erst auf dieser Grundlage kon-
nen strategische Schwerpunkte gescharft, Dual-Use-Poten-
ziale systematisch erschlossen und nachhaltige Wirkungen
entfaltet werden. Also ein Prozess, der strukturelle Reife,
institutionelles Lernen und damit Zeit benétigt. Eine Ana-
lyse der deutschen Clusterlandschaft (Siehe Tabelle 2) zeigt
auf, dass substanzielle sicherheitsrelevante Kompetenzen
bereits in erheblichem Umfang vorhanden und die Poten-
ziale kurzfristig mobilisierbar sind, allerdings tberwiegend
in primar zivil gepragten Clusterstrukturen, die techno-
logisch fur SVI-/Dual-Use hoch relevant sind. Besonders
deutlich wird dies in vier Technologiebereichen: (1) Infor-
mations- und Cybersicherheit mit zahlreichen fachlichen
Spezialisierungen, (2) Mikroelektronik, Sensorik, Halblei-
ter, Photonik/Optik und eingebettete Systeme als Ena-
bler-Technologien mit wachsender sicherheitsstrategischer
Bedeutung, (3) Luft- und Raumfahrt sowie mit angrenzen-
der Wertschopfung, die je nach fachlichem Fokus von pri-
mér zivil mit sicherheitsrelevanten Anwendungen bis hin
zu sicherheitsorientierten Segmenten reicht und (4) Mate-
rial- und Leichtbaukompetenzen.

Bemerkbar ist zudem eine funktionale Transformation
mehrerer zivil gepragter Clusterinitiativen in der jingeren
Vergangenheit, d. h. Clusterinitiativen aus den genannten
vier Technologiebereichen erweiterten ihr technologisches
Profil und Aktivitatsspektrum um sicherheitsbezogene
Informationsformate, Forschungs-, Entwicklungs- und
Innovationsprojekte, spezifische Arbeitsgruppen sowie
eine Ausweitung der Anwendungsmarkte fur ihre Pro-
dukte und Prozesse. Das ist ein erster Indikator fur eine
beginnende Re-Konfiguration einiger regionaler Innova-
tionsokosysteme. Sicherheits- und verteidigungsbezo-
gene Anforderungen werden zunehmend als zusatzliche
Anwendungsdomane in bestehende Innovationslogiken
integriert. Der Einstieg erfolgt dabei zunéachst tiber Berei-
che wie den Schutz kritischer Infrastrukturen, Cybersicher-
heit oder Resilienz, aus denen sich schrittweise neue duale
Technologie- und Entwicklungspfade fir Clusterinitiativen
und insbesondere die involvierten Unternehmen er6ffnen.
Diese Entwicklung ist strategisch bedeutsam, da sie einen
Bogen zwischen ziviler Innovationsdynamik und dem syste-
matischen Aufbau sicherheits- und verteidigungsrelevan-
ter Fahigkeiten schlagt, ohne dass jede Region unmittel-
bar ein eigenstandiges Rustungscluster etablieren muss.

Die Analyse der deutschen Clusterlandschaft im Kontext
von SVI- und Dual-Use-bezogenen Clusterinitiativen ver-
anschaulicht zudem, dass einschlagige Clusterinitiativen
nicht auf wenige Hochtechnologiestandorte und indus-
trielle Kernrdume beschrankt sind, sondern sich in zahl-
reichen Regionen in Deutschland finden. Darunter sind
auch in mehreren Bundeslandern Regionen, die entspre-
chend der GRW-Systematik als strukturschwach eingestuft
sind und somit zur GRW-Férdergebietskulisse' gehéren.

In strukturschwachen Regionen und Rdumen mit erhoh-
tem Transformationsbedarf stellen SVI- und Dual-Use-Clus-
terinitiativen ein zentrales Potenzial fur die regionale Ent-
wicklung dar und bilden zugleich wichtige Ansatzpunkte
fur eine wirksame regionale Strukturpolitik. Die gezielte
Starkung dieser Clusterinitiativen sowie der eingebun-
denen Unternehmen unterstltzt den systematischen
Ausbau bestehender und die ErschlieBung neuer Tech-
nologiepfade, so dass belastbare langfristige Entwick-
lungsperspektiven geschaffen werden, da verteidigungs-
und sicherheitsbezogene Anwendungen eine héhere
Nachfrage- und Investitionskontinuitat als ausschlieBlich
zivile Absatzmarkte aufweisen. Zugleich werden indus-

11 Vgl.: Gemeinschaftsaufgabe , Verbesserung der Regionalen Wirtschaftsstruktur (GRW)". Bundesministerium fir Wirtschaft und Energie. URL: https://www.bun-
deswirtschaftsministerium.de/Redaktion/DE/Dossier/gemeinschaftsaufgabe-verbesserung-der-regionalen-wirtschaftsstruktur.html#foerdergebiet (Zuletzt aufge-

rufen: 23.01.2026)


https://www.bundeswirtschaftsministerium.de/Redaktion/DE/Dossier/gemeinschaftsaufgabe-verbesserung-der-regionalen-wirtschaftsstruktur.html#foerdergebiet
https://www.bundeswirtschaftsministerium.de/Redaktion/DE/Dossier/gemeinschaftsaufgabe-verbesserung-der-regionalen-wirtschaftsstruktur.html#foerdergebiet
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trielle und wissensintensive Beschaftigung stabilisiert bzw.
ausgeweitet, die regionale Wertschépfung gesichert und
Unternehmen in nationale sowie europdische/internati-
onale Innovations- und Wertschépfungsnetzwerke inte-
griert, wodurch sich regionale Transformationsprozesse
positiv gestalten lassen. Dementsprechend sehen insbe-
sondere auch die ostdeutschen Bundeslénder eine Ent-
wicklungschance in der SVI, indem sie auf das vorhandene
Potenzial etwa in der Robotik, den Cybertechnologien
oder dem Maschinenbau verweisen'. Fur Mitteldeutsch-
land (Sachsen, Sachsen-Anhalt und Thiringen) positioniert
sich das im Aufbau befindliche und als eingetragener Ver-
ein organisierte Mitteldeutsche Institut fur Sicherheitsin-
dustrie (MISI)® als Akteur fur regionale Kooperation, Dual-
Use und Innovation und bietet sich zugleich als passfahiger
Kooperationspartner fur bestehende Clusterinitiativen an,
um gemeinsam die sich bietenden Innovationspotenziale
systematisch zu blndeln, gezielt in neue sicherheits- und
verteidigungsrelevante Entwicklungs- und Anwendungs-
pfade zu integrieren sowie in Wertschépfungskontexte
zu Uberfahren.

12 Vgl.: Mitteldeutscher Rundfunk (2025): Ostdeutschland fordert mehr Riistungsauftrage. Beitrag vom 25.09.2025. Online unter https://www.mdr.de/nachrich-
ten/deutschland/politik/ostministerkonferenz-voigt-kretschmer-haseloff-verteidigung-100.html (Zuletzt aufgerufen: 25.01.2026)
13 Vgl.: Mitteldeutsches Institut fiir Sicherheitsindustrie (2026): Uber MISI. Online unter https:/misi-ev.de/ (Zuletzt aufgerufen: 25.01.2026)
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https://www.mdr.de/nachrichten/deutschland/politik/ostministerkonferenz-voigt-kretschmer-haseloff-verteidigung-100.html
https://www.mdr.de/nachrichten/deutschland/politik/ostministerkonferenz-voigt-kretschmer-haseloff-verteidigung-100.html
https://misi-ev.de/
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Tabelle 2: Ubersicht Giber Clusterinitiativen in Deutschland mit SVI-Bezug (Auszug)™ 1516

Bundesland

Baden-Wurttemberg

Clusterinitiative

Photonics BW e. V.

- Innovations-Clus-
ter fur Optische Tech-
nologien in Baden-
Wirttemberg

SVI-/Dual-Use-
Intensitat"”

Primar zivil, aber
sicherheitsrelevant

Weitere Informationen

Mitglied im Programm ,,go-cluster” des
BMWE1B, 19

Teilbereiche u. a. Optik und Photonik,
Sensorik, Bildgebung und optische Mess-
technik und Lasertechnologien; Arbeits-
gemeinschaft: Photonik und Quanten-
technologien fur die Sicherheit und
Verteidigung

https://photonicsbw.de

Baden-Wurttemberg

Leichtbau-Allianz
Baden-Wdrt-
temberg e. V.

Primar zivil, aber
sicherheitsrelevant

Teilbereiche u. a. Hochleistungsver-
bundwerkstoffe, Leichtbau fur Luft- und
Raumfahrt sowie Verteidigung
https://leichtbau-bw.eu

Baden-Wiurttemberg

BodenseeAlRea

Gleichgewich-
tige Dual-Use-
Technologien

Teilbereiche von Mitgliedsakteuren

u. a. Missionssysteme (Aufklarungssys-
teme), Satelliten, elektrische und elek-
tronische Systeme (Radarsysteme) und
Bodensysteme
https://www.bodensee-airea.de

Baden-Wiurttemberg

Forum Luft- und
Raumfahrt Baden-
Wirttemberg e. V.

Primar zivil, aber
sicherheitsrelevant

Teilbereiche u. a. Systeme fur Hubschrau-
ber, Verkehrsflugzeuge, Lenkflugkorper,
Radartechnik und neuartige Flugschiffe

https://www.Irbw.de

14

15

18
19

Anm.: Clusterinitiativen mit der SVI-/Dual-Use-Intensitat-Einstufung , Priméar sicherheitsorientiert”, d. h. dezidierte regionale SVI-Clusterinitiativen und landes-
weite Netzwerke, sind farblich hervorgehoben.

Anm.: In der Ubersicht sind einige der Transformationsnetzwerke der Automobilindustrie (Férderbekanntmachung , Transformationsstrategien fir Regionen der
Fahrzeug- und Zulieferindustrie” des Bundesministeriums ftr Wirtschaft und Energie; Férderzeitraum 2022 bis 2026) bisher nicht ber(cksichtigt, die im Rahmen
der zu erstellenden Regionalen Transformationsstrategien die Potenziale der Sicherheits- und Verteidigungsindustrie bzw. der Dual-Use-Technologien fur Unter-
nehmen der Automobil- und Zulieferindustrie aufgegriffen und SVI- sowie Dual-Use-Anknupfungspunkte in ihre strategische Ausrichtung integriert haben.
Dadurch kénnen sich zuktnftig neue Geschéftsfelder fur die beteiligten Akteure und zusatzliche regionale Wertschopfungsperspektiven ergeben. In der Forder-
richtlinie , Regionale Transformations-Netzwerke und Transformations-Hubs zur Starkung der Wettbewerbsfahigkeit der Automobil- und Zulieferindustrie” des
Bundesministeriums fur Wirtschaft und Energie vom 15.01.2026 (Erschienen im Bundesanzeiger am 21.01.2026) ist unter Punkt 2 Gegenstand der Forderung,
2.1 Modul A: Regionale Transformations-Netzwerke, g) die ErschlieBung neuer Geschéftsfelder und Branchen (zum Beispiel Sicherheits- und Verteidigungs-
industrie” explizit vorgesehen, wenn die Analyse der regionalen Automobilbranche und der Wirtschaftsstrukturen das veranschaulicht. Online unter: https:/
www.bundeswirtschaftsministerium.de/KOPA35C/fahrzeugtransformation.html (Zuletzt aufgerufen: 27.01.2026).

Anm.: Clusterinitiativen und landesweite Netzwerke, die in der Ubersicht bisher nicht beriicksichtigt sind, kénnen sich zwecks Erganzung der Darstellung mit
den entsprechenden Informationen direkt an die Autoren wenden.

Anm.: Die Einstufung der Clusterinitiativen hinsichtlich ihrer SVI- und Dual-Use-Intensitét stellt eine zeitpunktbezogene analytische Einordnung dar, die auf den
bisherigen und aktuellen erkennbaren thematischen Schwerpunkten, technologischen Profilen und Aktivitaten (z. B. Arbeitsgruppen, FuEul-Projekten) basiert.
Vor dem Hintergrund der dynamischen Entwicklung sicherheits- und verteidigungsrelevanter Innovationsékosysteme kann sich diese Einordnung mit einer
zunehmenden strategischen Ausrichtung auf SVI- und Dual-Use-Themen im Zeitverlauf verdndern.

Anm.: BMWE = Bundesministerium fur Wirtschaft und Energie

Anm.: Das Programm ,,go-cluster” ist die zentrale clusterpolitische ExzellenzmaBnahme des Bundesministeriums fiir Wirtschaft und Energie zur Starkung
zukunftsfahiger, wettbewerbsstarker Innovationsékosysteme in Deutschland. Es befahigt Clustermanagement-Organisationen, industrielle und regionale Trans-
formationsprozesse aktiv zu gestalten, neue Technologien und Markte friihzeitig zu adressieren sowie ihre Wirtschafts-Wissenschafts-Kooperationsstrukturen
resilient, international anschlussféhig und wirkungsorientiert weiterzuentwickeln. In der MaBnahme des BMWE sind die leistungsstarken, wettbewerbsfahigs-
ten Clusterinitiativen vereint.


https://photonicsbw.de
https://leichtbau-bw.eu
https://www.bodensee-airea.de/
https://www.lrbw.de
https://www.bundeswirtschaftsministerium.de/KOPA35C/fahrzeugtransformation.html
https://www.bundeswirtschaftsministerium.de/KOPA35C/fahrzeugtransformation.html
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Bundesland

Baden-Wiurttemberg

Clusterinitiative

microTEC
Stdwest e. V.

SVI-/Dual-Use-
Intensitat'”

Primar zivil, aber
sicherheitsrelevant

Weitere Informationen

Mitglied im Programm ,,go-cluster”
des BMWE

Teilbereich u. a. Smart Systems (Daten-
sicherheit und funktionale Sicherheit,
Sensor Fusion, Sensor Integration und
Signalverarbeitung)
http://www.microtec-suedwest.de

Baden-Wurttemberg

CyberForume. V.

Gleichgewich-
tige Dual-Use-
Technologien

Mitglied im Programm , go-cluster”

des BMWE

Teilbereiche u. a. IT- und Cybersicherheit
https://www.cyberforum.de

Baden-Wurttemberg

cyberLAGO e. V.
- digital compe-
tence network

Gleichgewich-
tige Dual-Use-
Technologien

Mitglied im Programm , go-cluster”

des BMWE

Teilbereiche u. a. IT- und Cybersicherheit
https://cyberlago.net

Forum des bavAlRia
e. V./Cluster Luft-
und Raumfahrt

heitsorientiert

Bayern Sicherheitsnetzwerk Primar sicher- Teilbereiche u. a. IT- und Cybersicherheit
Minchen e. V. heitsorientiert in unterschiedlichen Anwenderbranchen
https://security-network-munich.org
Bayern Digital Hub Secu- Primar sicher- Gehort zur Digital Hub Initiative des
rity & Defense heitsorientiert BMWE und BMDS?
Teilbereich u. a. Zusammenarbeit mit
Digital-Start-ups im SVI-Bereich
https://basedeurope.com
Bayern bavAlRia Defence- Primér sicher- Mitglied im Programm ,go-cluster”

des BMWE

Teilbereiche u. a. Satellitenkommunika-
tion, Advanced Air Mobility, KI-gestutz-
ter Sensorik sowie KI-gestutzter Missions-
planung, Kl-gestutzte Sensorintegration
in luftgestutzten Waffensystemen
https://www.bavairia.net

20 Anm.: BMDS = Bundesministerium fur Digitales und Staatsmodernisierung



http://www.microtec-suedwest.de
https://www.cyberforum.de
https://cyberlago.net
https://security-network-munich.org
https://basedeurope.com
https://www.bavairia.net
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Bundesland Clusterinitiative SVI-/D.u"aI-Use- Weitere Informationen
Intensitat"’
Bayern Innovationsnetz-
werk Sicherheit mit
den beiden (Teil-)
Netzwerken bzw.
Schwerpunkten
Cybersecurity Primar sicher- Teilbereich ,Digitale Sicherheit”
heitsorientiert https://www.bayern-innovativ.de/leistun-
gen/sicherheit/cybersecurity
TechHUB SVI Primar sicher- Bayernweite Plattform fur SVI-relevante
heitsorientiert Aspekte aus anderen Clusterinitiati-
ven; Strategische MaBnahme zur Vernet-
zung der bayerischen Unternehmen der
SVI-Branche
Implementierung im Jahr 2025
https://www.bayern-innovativ.de/leistun-
gen/sicherheit/techhub-svi
Bayern MAI Carbon (Compo- | Primar zivil, aber Mitglied im Programm ,,go-cluster”
sites United e. V.) sicherheitsrelevant des BMWE
Teilbereiche u. a. Carbon- und Hochleis-
tungsverbundwerkstoffe; enge Anbin-
dung an Luft- und Raumfahrt und
Verteidigung
https://composites-united.com/cluster/
mai-carbon
Bayern Strategische Part- Primar zivil, aber Mitglied im Programm ,,go-cluster”
nerschaft Sensorik sicherheitsrelevant des BMWE
Regensburg e. V. Teilbereich u. a. Safety und Security, Elek-
tronische Systeme, Halbleiter, und Intel-
ligente Sensorik; Projektdurchfihrung
zur Resilienz von Kommunen und Syste-
men in Krisenfallen (Kriege, Naturkatast-
rophen etc.)
https://www.sensorik-bayern.de
Bayern IT-Sicherheits- Gleichgewich- Mitglied im Programm ,,go-cluster”
cluster e. V. tige Dual-Use- des BMWE

Technologien

Teilbereiche u. a. Informationssicher-
heit, Datenschutz und Datensicher-
heit, Verschllsselung, Industrial Safety
and Security
https://www.it-sicherheitscluster.de



https://www.bayern-innovativ.de/leistungen/sicherheit/cybersecurity
https://www.bayern-innovativ.de/leistungen/sicherheit/cybersecurity
https://www.bayern-innovativ.de/leistungen/sicherheit/techhub-svi
https://www.bayern-innovativ.de/leistungen/sicherheit/techhub-svi
https://composites-united.com/cluster/mai-carbon
https://composites-united.com/cluster/mai-carbon
https://www.sensorik-bayern.de
https://www.it-sicherheitscluster.de

CLUSTERINITIATIVEN ALS VERBINDENDES ELEMENT ZWISCHEN SICHERHEIT, INNOVATION UND REGION

Bundesland

Clusterinitiative

SVI-/Dual-Use-
Intensitat'”

Weitere Informationen

14

Berlin Aufbau eines Def- Primar Implementierung des Okosystems und
Tech-Okosystems in sicherheitsorientiert Entwicklung von Kooperationsstrukturen
der Planung durch die Berlin Partner fur Wirtschaft

und Technologie GmbH in Zusammenar-
beit mit der Senatsverwaltung fur Wirt-
schaft, Energie und Betriebe, der Wista
Management GmbH und der Investitions-
bank Berlin®"

Bisher ohne Internetseite

Berlin it's.BB — Das IT-Sicher- | Gleichgewich- Teilbereiche u. a. IT-Sicherheit, KRITIS,
heitsnetzwerk Berlin- | tige Dual-Use- Kunstliche Intelligenz und Sicherheit
Brandenburg Technologien https://www.itsbb.net

Berlin Optec-Berlin- Primar zivil, aber Mitglied im Programm , go-cluster”
Brandenburg sicherheitsrelevant des BMWE
(OpTecBB) e. V. Teilbereiche u. a. Optik/Photonik,

Sicherheit, Quantentechnologie, optische
Messtechnik
https://optecbb.de/index.html

Brandenburg GEOkomm e. V., Ver- | Gleichgewich- Mitglied im Programm ,,go-cluster”
band der Geolnfor- tige Dual-Use- des BMWE
mationswirtschaft Technologien Teilbereiche u. a. Positionierung und
Berlin/Brandenburg Navigation, Sicherheit kritischer Infra-

strukturen, UAV RPAS (Remote Piloted
Aereal Systems)
https://www.geokomm.de

Bremen AVIASPACE Gleichgewich- Teilbereiche u. a. Raumfahrtsysteme und
Bremene. V. tige Dual-Use- -komponenten, Satellitenplattformen

Technologien und Subsysteme, Unbemannte Systeme
und autonome Luftfahrzeuge (Missions-
und Einsatzsystemen, autonome Flugsys-
teme), Avioniksysteme, Sensorik (optisch,
radar-, infrarotbasiert), Erdbeobachtung
und Maritime Uberwachung
https://www.aviaspace-bremen.de

Hamburg HAMBURG AVI- Primar zivil, aber Mitglied im Programm ,,go-cluster”
ATION e. V. sicherheitsrelevant des BMWE

Teilbereich u. a. UAM-Anwendungen in
urbanen Regionen
https://www.hamburg-aviation.de

21 Vgl.: Pressemitteilung , Senat beschlieBt Aufbau eines DefTech-Okosystems in Berlin”. Online unter: https:/Awww.berlin.de/rbmskzl/aktuelles/pressemitteilun-
gen/2025/pressemitteilung.1622123.php (Zuletzt aufgerufen: 26.01.2026)



https://www.itsbb.net
https://optecbb.de/index.html
https://www.geokomm.de
https://www.aviaspace-bremen.de
https://www.hamburg-aviation.de
https://www.berlin.de/rbmskzl/aktuelles/pressemitteilungen/2025/pressemitteilung.1622123.php
https://www.berlin.de/rbmskzl/aktuelles/pressemitteilungen/2025/pressemitteilung.1622123.php
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Bundesland

Clusterinitiative

SVI-/Dual-Use-
Intensitat'”

CLUSTERINITIATIVEN ALS VERBINDENDES ELEMENT ZWISCHEN SICHERHEIT, INNOVATION UND REGION

Weitere Informationen

Hessen Competence Cen- Primaér sicher- Teilbereiche u. a. IT- und Cybersicher-
ter for Applied Secu- | heitsorientiert heit (Schutz verteilter und komplexer
rity Technology, Systeme, Angriffserkennung und -pra-
CASTe. V. vention), Kryptographie und sichere

Kommunikation sowie Sicherheit ein-
gebetteter Systeme und Cyber-Physi-
cal Systems
https://cast-forum.de

Mecklenburg- Siehe Mariti-

Vorpommern mes Cluster Nord-

deutschland e. V.

Niedersachsen

Rustungscluster
Niedersachsen

Primar sicher-
heitsorientiert

Implementierung 2025
Bisher ohne Internetseite

Niedersachen

SafeTRANS - Safety
in Transporta-
tion Systems

Primar zivil, aber
sicherheitsrelevant

Teilbereiche u. a. Sicherheitskritische ein-
gebettete Systeme im Verkehrswesen
(Auto, Flugzeug, Bahn, Schifffahrt)
https://www.safetrans-de.org

Nordrhein-Westfalen

Netzwerk der Gesell-
schaft der Sicher-
heitstechnischen
Wirtschaft e. V.

Primar sicher-
heitsorientiert

Teilbereiche u. a. Sicherheitstechnologien
fur 6ffentliche Sicherheit und Schutzauf-
gaben, Elektronische Sicherheits- und
Uberwachungssysteme (Video- und Sen-
sorsysteme, Zutrittskontrollsysteme),
Schutz kritischer Infrastrukturen und
Vernetzte Sicherheitssysteme
https://gsw-netzwerk.org

Nordrhein-Westfalen

Cluster
DEFENCE.NRW

Primar sicher-
heitsorientiert

Landesweite Plattform als Bundelung der
SVl-relevanten Aktivitaten von NMVWVP.
NRW, ZENIT, KI.NRW, Digital.Sicher.NRW,
AeroSpace.NRW und automo-
tiveland.NRW

In der Implementierung befindlich;
Betrieb der Clustermanagement-Organi-
sation ausgeschrieben (Stand: 26.01.2026)
https://defence.nrw

Rheinland-Pfalz

Optence e. V.

Primar zivil, aber
sicherheitsrelevant

Mitglied im Programm , go-cluster”
des BMWE

Teilbereiche u. a. Optikdesign und Bild-
verarbeitung, Simulation und Laser-
technologien
https://www.optence.de/index.html

Saarland

CYBR360

Primar sicher-
heitsorientiert

Teilbereich u. a. IT-Sicherheit
https://cybr360.saarland



https://cast-forum.de
https://www.safetrans-de.org
https://gsw-netzwerk.org
https://defence.nrw
https://www.optence.de/index.html
https://cybr360.saarland

16

CLUSTERINITIATIVEN ALS VERBINDENDES ELEMENT ZWISCHEN SICHERHEIT, INNOVATION UND REGION

Bundesland

Sachsen

Clusterinitiative

Silicon Saxony e. V.

SVI-/Dual-Use-
Intensitat'”

Primar zivil, aber
sicherheitsrelevant

Weitere Informationen

Mitglied im Programm ,,go-cluster”

des BMWE

Teilbereiche u. a. Mikroelektronik & Halb-
leitertechnologien, Sensorik, Aktorik und
Mikrosystemtechnik, Eingebettete Sys-
teme und Edge Computing sowie Cyber-
und Hardware-Sicherheit (Schutz vor
Manipulation und Spionage)
https://silicon-saxony.de

Schleswig-Holstein

TechHUB SVI

Nord - Innovati-
onsnetzwerk der
Sicherheits- und Ver-
teidigungsindustrie
in Schleswig-Holstein

Primar sicher-
heitsorientiert

Teilbereiche u. a. Maritime Sicherheit und
maritimes Systemumfeld, Sensorik, Uber-
wachung und Lagebilderstellung, IT-,
Cyber- und Informationssicherheit sowie
Schutz kritischer Infrastrukturen (Ener-
gie-, Verkehrs- und Hafeninfrastrukturen)
Implementierung im Jahr 2025
https://wtsh.de/de/techhub-svi-nord

Thiringen

OptoNete. V.

Primar zivil, aber
sicherheitsrelevant

Mitglied im Programm ,,go-clus-

ter” des BMWE

Teilbereiche u. a. Optische und photoni-
sche Schlusseltechnologien (Laser- und
Lichttechnologien, Prazisionsoptik, Opti-
sche Systeme und Komponenten), Sen-
sorik, Bildgebung und Messtechnik
(Bildverarbeitungs- und Kamerasyste-
men, Spektroskopie und Messtechnik),
Quantentechnologien und Quanten-
optik sowie Optoelektronik und integ-
rierte Systeme

https://optonet-jena.de

Thiringen

Tharinger Inno-
vationscluster
fur Keramik

Primar zivil, aber
sicherheitsrelevant

Teilbereich u. a. Hochleistungskeramik,
d. h. Entwicklung innovativer Materia-
lien fur extreme Bedingungen, z. B. in
der Luft- und Raumfahrt oder fur die
Elektronik
https://tridelta-campus.com/de/
thick-cluster

Landerlbergrei-
fend: Hamburg, Bre-
men, Schleswig-Hol-
stein, Niedersachsen
und Mecklenburg-
Vorpommern

Maritimes Clus-
ter Nord-
deutschland e. V.

Gleichgewich-
tige Dual-Use-
Technologien

Mitglied im Programm ,,go-cluster”

des BMWE

Teilbereiche u. a. Maritime Sicherheit
(Schutz kritischer Infrastrukturen und
Cybersecurity in maritimen Systemen),
Unterwasserkommunikation (Kommuni-
kations- und Navigationssysteme fur Tief-
und Flachwasser)
https://www.maritimes-cluster.de



https://silicon-saxony.de
https://wtsh.de/de/techhub-svi-nord
https://optonet-jena.de
https://tridelta-campus.com/de/thick-cluster
https://tridelta-campus.com/de/thick-cluster
https://www.maritimes-cluster.de
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3.

Ableitungen fur Politik und Verwaltung:
Von punktueller Férderung zu gestaltender

Industriepolitik

Die Sicherheits- und Verteidigungsindustrie besitzt insbe-
sondere Gber den Aufbau von Dual-Use-Kapazitaten (dies
schlieBt neben der FUE auch die Produktion ein) ein hohes
industriepolitisches und regionalékonomisches Potenzial.
SVI und Dual-Use stehen an der Schnittstelle von Indus-
trie-, Forschungs-, Sicherheits- und Regionalpolitik und
kénnen als Katalysator fur die Schaffung hochqualifi-
zierter, industireller und wissensintensiver Arbeitsplatze
sowie langfristiger Wertschépfungsketten, die Attrakti-
vitat von Innovationsékosystemen und den Aufbau von
Produktionskapazitaten dienen. Um dieses Potenzial voll
auszuschopfen, ist es notwendig, die SVI und die Entwick-
lung/Nutzung von Dual-Use-Kapazitaten nicht als isolierte
Wirtschaftszweige, sondern als Querschnittsaufgabe zu
verstehen, deren Férderung systematisch in alle Ebenen
der politischen Entscheidungsfindung eingebettet wird.

Erst wenn die politische Einordnung der SVI und der Dual-
Use-Technologien als integraler Bestandteil von Wirt-
schafts-, Forschungs-, Sicherheits- und regionaler Struk-
turpolitik erfolgt, kénnen zielgerichtete MaBnahmen
entstehen, die Uber die reine Einzelprojektférderung hin-
ausgehen. Die bisherige Praxis, Fordermittel vornehmlich
projektbezogen zu vergeben, verkennt die Notwendig-
keit, regionale Innovationsékosysteme zu starken, die dar-
aufhin beispielsweise auch dauerhaft und flexibel auf die
Anforderungen europaischer Programme wie dem Euro-
paischen Fonds fur regionale Entwicklung (EFRE), den
European Defence Fund (EDF) oder auch das zukUnftige
Europaische Forschungsrahmenprogramm reagieren kén-
nen. Ein cluster- und standortbasiertes Férderverstand-
nis ermdglicht es, Synergien zwischen Unternehmen, For-
schungseinrichtungen, Verwaltung und Anwendern zu
biindeln und so stabile Plattformen fir die Bildung von
Konsortien zu schaffen.

Derzeit werden Clusterinitiativen noch zu einseitig als Ins-
trumente der Wirtschaftsférderung wahrgenommen. Far
den SVI- und Dual-Use-Bereich ist dieses Verstandnis jedoch
zu eng gefasst. Clusterinitiativen mussen politisch aufge-
wertet werden, indem sie explizit als Schnittstellen zwi-

schen Industrie, Forschung, Verwaltung und Anwendern
definiert werden. Sie sollen nicht nur die Umsetzung ein-
zelner Projekte ermaéglichen, sondern als dauerhafte Kom-
petenztrager fur nationale und EU-Programme fungieren,
Innovationspotenziale bindeln und die strategische Neu-
ausrichtung von Regionen unterstitzen. Durch die Etablie-
rung solcher Clusterinitiativen kann die Region zu einem
attraktiven Standort fur die gesamte Wertschopfungskette
von Sicherheits- und Verteidigungstechnologien werden,
d. h. von der Grundlagenforschung tber die Prototypen-
entwicklung bis hin zur Serienfertigung.

Besonders strukturschwache Regionen kénnen von der
gezielten Ausrichtung auf SVI- und Dual-Use-Technolo-
gien profitieren, da durch die steigenden Verteidigungs-
aufgaben gleichsam eine staatliche Nachfrage garantiert
ist; das aktuelle Sondervermoégen fungiert hier wie eine
Sonderkonjunktur. Zudem ist die militarische Beschaffung
stets mit langfristigen Folgeauftragen verbunden. Wenn
beispielsweise GroBgerate angeschafft werden, resultie-
ren daraus zum Teil jahrzehntelange Folgeauftrage far
Wartung, Instandhaltung, Updates, Unterstltzungsstruk-
turen etc.. Insbesondere durch die Dual-Use-Nutzung von
Technologien bietet sich somit die Aussicht auf dauer-
hafte Wertschopfung, wissensintensive und gut bezahlte
Arbeitsplatze und eine langfristige Nachfrage, die tUber
konjunkturelle Schwankungen hinweg stabil bleibt.
Gleichzeitig ist die VerknUpfung mit Forschung und Aus-
bildung besonders ausgepragt: Universitaten, Hochschu-
len und Weiterbildungsinstitutionen kénnen ihre Expertise
einbringen, wahrend Unternehmen von einem qualifi-
zierten Talent-Pool profitieren. Regionen, die bislang nur
fragmentierte Aktivitdten aufweisen, wie etwa maritime
Sicherheit an Kusten, Mikroelektronik und Halbleiter in
Ostdeutschland oder Optik/Photonik und Materialfor-
schung in einzelnen Bundeslandern, kénnen so zu inte-
grierten SVI-Standorten entwickelt werden. Durch eine
koordinierte Standortstrategie werden diese Einzelansatze
zu einem koharenten Netzwerk verbunden, das die regio-
nale Wirtschaftskraft starkt und die Resilienz gegentiber
strukturellen Veranderungen erhdht.
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Ein solcher Ansatz erfordert jedoch klare politische Leitli-
nien und konkrete Forderungen, um die notwendige Wei-
chenstellung vorzunehmen. Im Folgenden werden meh-
rere zentrale Empfehlungen formuliert, die den Weg zu
einer erfolgreichen Integration von Sicherheits- und Ver-
teidigungsindustrie sowie Dual-Use-Technologien in die
regionale Entwicklungsstrategie ebnen:

1. Systematische Querschnittsverankerung: Die Sicher-
heits- und Verteidigungsindustrie sowie die Schaffung
von Dual-Use-Kapazitaten mussen in allen relevanten
Politikfeldern (Wirtschafts-, Forschungs-, Innovations-
und Strukturpolitik) als integraler Bestandteil veran-
kert und durch verbindliche sowie verbindende Leitli-
nien koordiniert werden.

2. Sicherheits- und verteidigungsrelevante Innovati-
onsokosysteme sollten vorrangig auf bestehenden,
leistungsfahigen Clusterinitiativen aufbauen: Deren
etablierte Governance-, Kooperations- und Netzwerk-
strukturen erméglichen eine schnelle Mobilisierung von
Entwicklungspotenzialen sowie die effiziente Erschlie-
Bung neuer SVI- und Dual-Use-Technologiepfade. Der
Aufbau paralleler dezidierter SVI-Strukturen sollte auf
klar begrindete Ausnahmefalle beschrankt bleiben, um
Ressourcen wirksam zu bundeln.

3. Cluster- und Standortférderung stéarken: Férdermittel
sollen vorrangig in cluster- und standortbasierte Inno-
vationsokosysteme flieBen, die langfristig die Bildung
von Konsortien zwischen Industrie, Forschung, Verwal-
tung und Institutionen der Regionalentwicklung sowie
Wirtschaftsférderungen (Abbildung der Triple-Helix
bzw. der Quadrupel-Helix bei Einbeziehung der Zivil-
gesellschaft) ermoglichen.

4. Politische Aufwertung von regionalen Clusterinitiati-
ven und landesweiten Netzwerken: Clusterinitiativen
in der SVI und Dual-Use-Bereich sind als Plattformen
fur Kompetenzerhalt, ebenentibergreifende Koopera-
tion und Schnittstellenfunktion zu definieren und mit
speziellen Unterstitzungsinstrumenten (z. B. Matching
Funds, Entwicklung von Regional- und Innovations-
strategien) zu versehen.

5. Begleitung der Clusterentwicklung durch Unterstiit-

und Kooperationsmodelle systematisch zu bindeln.
Hierfur bietet sich z. B. das Programm ,,go-cluster” des
BMWE an, da bereits eine relevante Anzahl an Cluster-
initiativen Mitglied im Programm ist und eine schneller
Koordinierungs-/Beratungsservice im Rahmen beste-
hender Strukturen implementiert werden kann. Durch
gezielte SVI- und Dual-Use-spezifische Unterstitzungs-
angebote kann , go-cluster” als zentraler Katalysator
wirken, um Lernprozesse zu beschleunigen, strategische
Kohéarenz zu starken und die Entwicklung sicherheits-
relevanter Clusterstrukturen effizient zu unterstttzen.

. GroBraumige Clusterzuschnitte: SVI- und Dual-Use-

Clusterinitiativen sollten (regionen-/landertbergrei-
fende) funktionale Wirtschaftsstrukturen umfassen und
nicht zu kleinrdumig gedacht werden, weil Innovations-
dynamik, Wertschopfungstiefe und Sichtbarkeit stark
von kritischer Masse abhangen. Strategisch sinnvoll sind
daher gréBere Verflechtungsraume bzw. polyzentrale
Clusterstrukturen mit einem breiteren Themenspekt-
rum entlang der verschiedenen Wertschdpfungsketten.
So entstehen anschlussfahige groBere Okosysteme, wel-
che international sichtbar sind, eine wichtige Position
im (europaischen/internationalen) Standortwettbe-
werb einnehmen und auch fur potenzielle clustertber-
greifende Konsortialbildungen wie z. B. im Rahmen
des European Defence Fund oder von IPCEI-Projekten
(Important Projects of Common European Interest) star-
ker wahrgenommen werden.

. Gezielte Entwicklung strukturschwacher Regionen:

Regionen mit strukturellen Defiziten werden gezielt
als SVI-Standorte geférdert, indem maBgeschneiderte
Standortstrategien erarbeitet werden, welche die regi-
onalen Stéarken (z. B. maritime Lage, vorhandene For-
schungsinfrastrukturen) mit den Anforderungen der
Sicherheits- und Verteidigungsindustrie verkntipfen.

. Langfristige Nachfrage und Wertsch6pfungsorien-

tierung: Der Aufbau und die Unterstitzung von Clus-
terinitiativen mussen die langfristige Nachfrage nach
Sicherheits- und Verteidigungslésungen sowie die
damit verbundene hohe Wertschépfung berticksich-
tigen und dadurch stabile, wissensintensive Beschaf-
tigungsplatze in den betroffenen Regionen sichern.

zungsformate: Vor dem Hintergrund der dynamischen
Entwicklung im SVI- und Dual-Use-Bereich sollte zeit-
nah ein strukturierter, clustertibergreifender Austausch
etabliert werden, um Wissen, Governance-Erfahrungen

Deutschland besitzt ein beachtliches, technologisch trag-
fahiges Fundament und Innovationspotenzial fur ,,New
Defence”?, besonders in zivil gepragten, Dual-Use-fahi-
gen Clusterinitiativen. Die expliziten SVI-Clusterinitiativen

22 Vgl.: Bovenschulte, M.; PreuB-Eisele, M. (2025): New Defence: Mit Innovationen Europas Verteidigung verbessern. Positionspapier der VDI/VDE-IT, Berlin. Online

unter https://www.vdivde-it.de/sites/default/files/”document/Positionspapier_New_Defence.pdf (Zuletzt aufgerufen: 25.01.2026)


https://www.vdivde-it.de/sites/default/files/document/Positionspapier_New_Defence.pdf
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stehen teils noch am Beginn ihrer Clusterentwicklung. Das
strategische Potenzial liegt deshalb weniger in der schnel-
len Vervielfachung neuer rein sicherheitsorientierter Clus-
terinitiativen, sondern in der systematischen Aktivierung
und Diversifizierung der bestehenden Clusterlandschaft
entlang der SVI-/Dual-Use-Intensitat. Durch die konse-
quente Umsetzung der genannten Empfehlungen kann
die Sicherheits- und Verteidigungsindustrie zu einem maB-
geblichen Treiber fur die wirtschaftliche (Re-)Vitalisierung
strukturschwacher Regionen werden und gleichzeitig die
deutsche bzw. européaische Wettbewerbsfahigkeit sowie
(technologische) Souveranitat in Schllsseltechnologien
nachhaltig starken.
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